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EXPERIENCE

Christina is the Managing Director for BDO USA’s Industry Specialty Services Group (ISSG) for 
Cybersecurity consulting and information assurance services.  Christina is a Cybersecurity Maturity 
Model Certification (CMMC) Certified Professional (CCP) with 28 years of specialization in IT, 
cybersecurity and information assurance (IA) policy, including application and guidance for DoD 
contractors in support of packages and other industry-mandated cybersecurity regulations. 

Previously serving for 22 years as an executive CEO for a WOSB Defense Contractor, she built a 
Managed Service provider (MSP) along with an IT and cybersecurity consulting team servicing 
Government Contractors in the Heart of Huntsville, Alabama.  As a Senior VP for the Engineering 
services Government Contractor, she provided program management, business development, 
government contract management, technical proposal development, and GSA schedule creation 
and management, as well as led programs for MDA, US Navy/NAVWAR, PEO Aviation and US Army 
contracts and subcontracts.  

Christina has provided thought leadership for the IT and cyber sectors, including two published 
books, “Zen and the Art of DFARS 7012 Compliance” and “Weather the Storm in the Cloud: 
Maintaining Active DFARS 7012 Compliance in the Cloud.”

Additionally, Christina’s professional experience includes:

 Assisting Internal Audit for cybersecurity audits/assessments in preparation for certification 
or Government Audits for multiple industry frameworks and regulations. Specific internal 
audit consulting and expertise for NIST 800-171, NIST CSF, NIST 800-53, ISO 27001 and 
CMMC.

 Providing Subject Matter Expert / Expert Witness services for cybersecurity claims related 
to DFARS 252.204-7012, NIST 800-171, CMMC, and the False Claims Act.

 Leading and managing an IT and cybersecurity SME consulting team across a variety of 
industries, including financial services, healthcare, technology services, and government 
contracting.

 Consulting as an SME for DoD cybersecurity compliance package preparation in accordance 
with multiple cybersecurity frameworks, including: CMMC, DFARS 252.204-7012, FIPS, NIST 
800-171 and 800-172, ITAR, HIPAA, CIS, CFPB, PCI, and others.  

 Providing full-spectrum gap analysis, remediation and mitigation, product partnerships and 
integrations, technical implementation solutions, and policy recommendations for 
achieving and maintaining compliance, as well as documentation and artifact creation to 
support lifecycle package management.

 Framework/Certifications Supported: CMMC, DFARS 252.204-7012, NIST 800-171, NIST 
800-172, NIST 800-53, NIST CSF, ISO 27001, FedRAMP, DoD Risk Management Framework 
(RMF)

EDUCATION

– M.S. Cybersecurity and Information Assurance, Western Governors University
– B.S. Materials Science and Engineering, Penn State University
– Certifications:

– CMMC-AB: CMMC Certified Practitioner (CCP) & Registered Practitioner (RP)
– EC-Council: Certified Ethical Hacker, Certified Hacking Forensic Investigator, Certified 

Network Defense Architect
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